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Additional Requested Feature Guide

When creating, modifying, or configuring an WLAN, there are specific details
than can be used to facilitate the right experience for the project
requirements. In this presentation, we will explore additional requested
features for wireless LAN settings that can be used to tailor a Wi-Fi

deployment.
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Chapter 1 - Getting Started

 (Connecting to the Unleashed Network
* Security Warning

* Unleashed Login Page

* Unleashed Dashboard
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Chapter 1 - Getting Started

Connecting to the Unleashed Network

Smith Wireless

Using the Wi-Fi configuration settings on your client device 1 Comnected secured
(such as a laptop or mobile device), select and associate toan [
Unleashed WLAN, and launch a web browser.

Disconnect

Smith Guest
(G >

Secured

9 Ethan’s Bedroom speaker.o
7 ;

Now connect to any non-client isolating Unleashed WLAN. * Open

9 Family Room speaker.o

Open

In your browser's URL bar, enter the following address and
oress Enter: unleashed.ruckuswireless.com

% Office Display.u

* Open

V- ALO555U0267C

Network & Internet settings
Change settings, such as making a connection metered.

P )
Mobile
Airplane mode hotspot
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Chapter 1 - Getting Started

Security Warning

Depending on your browser, you may be
presented with a security warning stating
"This connection is not trusted" (Firefox) or
"Your Connection is Not Private" (Chrome) L L e
or "There is a problem with this website's R

security certificate" (Internet Explorer). .

This is normal, as the Unleashed AP does

not have an SSL certificate that is
recognized by your browser.

This server could not prove that it is 10.10.8.200; its security certificate is not trusted

Your connection is not private

by your computer's operating system. This may be caused by a misconfiguration or an

Accept the exception as needed per
browser and proceed. Proceed t0 010,200 unsafel
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Chapter 1 - Getting Started

C;?rg* Unleashed Login Page

This is the login page for the
Unleashed Network.

77 (/(

Enter the “Username”, “Password”,
and click “Unleash” to login.
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Chapter 1 - Getting Started

%‘“ Unleashed Dashboard
A

fter successful login, you will be
presented with the Unleashed
Dashboard, which displays an
overview of your Ruckus Unleashed
Network.

At any point during the setup
process, you can access the
complete Unleashed help page by
clicking on “Help” in the upper right
corner of the Unleashed web
interface.
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Chapter 2 - How to Create a Single Band SSID

* Whatis a Single Band SSID
e \Wi-Fi Networks Dashboard
e (reate a New WLAN
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Chapter 2 - How to Create a Single Band SSID

‘%f What is a Single Band SSID

With today’s technology most Wi-Fi devices are capable of using the 802.11 standards
associated with both the 2.4GHz and 5GHz frequency bands.

However, some devices cannot use both bands, others perform better on one frequency over
the other, and sometimes it is necessary to use only one frequency to avoid interference.

To ensure optimal performance, it is sometimes necessary to restrict a WLAN to operate on
only a single frequency band. This can be done by creating a new WLAN or editing an existing
WLAN so that it operates on only a single frequency band.
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Chapter 2 - How to Create a Single Band SSID

%" Wi-Fi Networks Dashboard

To create a new WLAN that will 1
= WiFi Networks A

operate on only a single frequency
. . Creale m
band, first click anywhere on “WIFI
N etWO rkS” . Summary - Tialz WiFi Networks ’ Summary
.
Click on the “Create” button to 39 7 clens

generate a neW WI—AN- 1 N l | Client Status for last 1 hour

Excellent [ Modera te [ Foo

.
7-
(=
Smith Wireless _
2 o o o0 4
3-
Clients Traffic -
1-
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Chapter 2 - How to Create a Single Band SSID

C;?rg* Create a New WLAN

In the new dialog box, enter the SSID Create WLAN 5%
(broadcasted name) of the WLAN
under “Name”.

== * Mame: |ramnta:nntrnls

Usage Type: @ Standard for most regular wireless network usage

Se | ect th e e n C ry ptl O n m et h Od . | ~ Guest Access guest access policies and access control will be applied

~ Hotspot Service known as WISPr

Enter the passcode for the new Authentication Method: @ Open  802.1X EAP (- MAC Address

WLAN === Encryption Method: O WPAZ — WPA3 ) WPA2WPA3-Mixed OWE  None
_ ) . ) =P * Password: | Super3@sy2selup! | Hide password

Click on "Show Advanced Options”. socounting Sever: [ Dastie Vel

Send Interim-Update every minutes
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Chapter 2 - How to Create a Single Band SSID

C’;;g” Create a New WLAN

Zero-IT & DPSK | WLAN Priority | Access Control | Radio Control | Others

Cl ICk on the o Ra d |O CO Ntro |” 13 b . Wireless Media Fast BSS Transition : (] Enable 802.11r FT Roaming
Management: Recommended to enable 802.11k Neighbor-list Report for assistant.
SC ro” dOWﬂ to the ”E Na ble WLAN on :” Radio Resource Management - (] Enable 802.11k Neighbor-list Report
Background Scanning : 3 Enable

a rea J (All radios will perform background scanning)

. . Load Balancing : (] Enable
F rO m th e d rO p_d OWﬂ Se | eCtIO n Wi n d OW, {Applies to this WLAN only.it may not be active on other WLANs)
click on the appropriate band from the Sand Saancng - L Enacie

Applies to this WLAN only. Band Balancing might be enabled on other WLANs

||St|ng. 802.11d -
\ Support for 802.11d (only applies to rggs configured to operate in 2.4 GHz band)

Then click “OK” to continue. Enable WLAN on : | All Radios v |

All Radios
 Wi-Fi 6: Enable
5 GHz only
— B
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Chapter 3 - How to Create a VLAN Specific SSID

 Whatisa VLAN Specific SSID

 LAN Requirements for VLAN Specific SSIDs
* Selecting a WLAN to Modity

 Adding VLAN tagging to a WLAN
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Chapter 3 - How to Create a VLAN Specific SSID

C;?g' What is a VLAN Specific SSID

VLANs have become a commonly used method of segmenting and controlling Local Area
Network (LAN) traffic.

In order for a device to connect wirelessly to a specific VLAN you will need to configure a
separate SSID for each VLAN and then use something called tagging (802.1Q) to notify the
LAN that wireless data from this SSID is associated with a specific VLAN.

Prior to configuring your WLAN, it is important to ensure all LAN requirements have been
met.

ACCESS NETWORKS | ADDITIONAL REQUESTED FEATURE GUIDE 15



Chapter 3 - How to Create a VLAN Specific SSID

C;K“" LAN Requirements for VLAN Specitic SSIDs

Ethernet switch ports for all managed access points (AP) must be configured as Trunk Ports.

Ethernet switch ports for each managed AP must have 802.1Q tagging enabled and belong to
VLANs matching the VLAN IDs associated with each WLAN.

Valid VLAN IDs are between 2 and 4094.
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Chapter 3 - How to Create a VLAN Specific SSID

‘%‘“ Selecting a WLAN to Modify

It is crucial the WLAN does not have o "“"“*‘“’"”‘* .

“Client Isolation” enabled. Review this EXENEIEN

step before modifying the VLAN ID Sl

. . o .

associated with the selected WLAN. 0 9 o crens

To begin, select the WLAN you would like emotecontrols

to mOdify. 1 D Cli:nts D Traffic ’

Then select the “Edit” to continue. _

3 Traffic for last 1 hour
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ren

17



Chapter 3 - How to Create a VLAN Specific SSID

*’fgj Adding VLAN tagging to a WLAN

This will open the “Edit WLAN” Edit WLAN 5%
window for the WLAN.
* Name: |ramntecnntruls

Cl ICk on ”S h oW Ad van Ced O ptlo nS” . Usage Type: @ Standard for most regular wireless network usage

~ Guest Access guest access policies and access control will be applied

~ Hotspot Service known as WISPr
Authentication Method: @ Open — 802.1X EAP | MAC Address

Encryption Method: @ WPA2 — WPA3  WPA2/WPA3-Mixed ~— OWE — None

e | S ‘ Show password

Accounting Server: | Disabled s+ | #

Send Interim-Update every minutes
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Chapter 3 - How to Create a VLAN Specific SSID

Cﬁf Adding VLAN tagging to a WLAN

Hide Advanced Options ¥ 1

Click on the tab labeled “Others”.

Revi ew ”Wi re | ess Cl |e nt | SO | at|o n” Force DHCP: [ Enable Force DHCP. Disconnect client if client does not obtain valid IP
address in seconds.

E n S u re th e box |S n Ot Se | eCted . H: th e bOX Inactivity Timeout: Terminate idle user session after D minute(s)
|S e n a b | e d , th e n d e_S e | e Ct th e b OX i s Wireless Client Isolation: [ Isolate wireless client traffic from other clients on the same AP.

Isolate wireless client traffic from all hosts on the same VLAN/subnet.

Select “Ok” to save this setting. No Alowsi o+

(Requires allowlist for gateway and other allowed hosts.)

Zero-IT & DPSK | WLAN Priority | Access Control | Radio Control | Others

DTIM Interval: |1 | (1-255) Defines the frequency of beacons that will include a DTIM

1 | (0-128) Defines the client count at which an AP will stop converting
Directed MC/BC Threshold:
aroup-addressed data traffic to unicast

Client Traffic Logging: [ Send traffic flow data to syslog server

"1 Send connection records to syslog server
also available for download at Client Connection Logs section of Admin & Services -

= Administration-= Diagnostics -= Client Troubleshooting tab
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Chapter 3 - How to Create a VLAN Specific SSID

*’fgj Adding VLAN tagging to a WLAN

Next, click “WLAN Priority” tab to add
your VLAN ID.

Find the “Access VLAN” area.

Enter the VLAN ID for the VLAN you
would like the client devices on this
WLAN to be a part of.

Then click “OK” to continue.
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Zero-IT & DPSK

Hide Advanced Options ¥ 1

WLAN Priority } Access Control | Radio Control | Others

Priority: @ High — Low

Hide SSID: [ Hide S in Beacon Broadcasting (Closed System)

) Access VLAN: E Enable Dynamic VLAN

Max Clients: Allow up to clients per AP radio

Service Schedule: @ Always on () Always off () Specific

20



Chapter 4 - How to Hide a SSID

* Whatis a Hidden SSID
* Selecting a WLAN to Modity
* Setting a WLAN as “Hidden”
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Chapter 4 - How to Hide a SSID

‘%f What is a Hidden SSID

SSID or Service Set Identifier is the broadcasted name of a WLAN. By broadcasting the SSID,
different devices can see the available wireless networks nearby.

However, there are times when hiding an SSID can be beneficial.

When you hide an SSID, the access points will disable the broadcast of the characters for WLAN

name. Yet, devices that have previously authenticated to this invisible SSID will still be able to
connect.

This example will demonstrate a use case for hiding an SSID.
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Chapter 4 - How to Hide a SSID

%‘“ Selecting a WLAN to Modify

To begin, select the WLAN you would
like to modity.

Then select the “Edit” to continue.
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=  WiFi ritworks

MB
o [ i [ omne o

Summary - Total 3 WiFi Networks

mote trol
Clients Traffic
Smith Guest
! a
- —
Clients Traffic
Smith Wireless
lllll Traffic

Ilﬂ Clients

Client Status for last 1 hour

Traffic for last 1 hour

ren
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Chapter 4 - How to Hide a SSID

‘%‘“ Setting a WLAN as “Hidden”

This will open the “Edit WLAN”
window for the WLAN.

Click on ”Show Advanced Options”.
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Edit WLAN b

* Name: |ramntecnntruls

Usage Type: @ Standard for most regular wireless network usage
~ Guest Access guest access policies and access control will be applied

~ Hotspot Service known as WISPr
Authentication Method: @ Open — 802.1X EAP .~ MAC Address

Encryption Method: @ WPA2 — WPA3 — WPA2WPA3-Mixed — OWE — None

+ Pagsword: | terressssnsanees ‘ Show password

Accounting Server: | Disabled i+ o

Send Interim-Update every minutes
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Chapter 4 - How to Hide a SSID

‘%‘“ Setting a WLAN as “Hidden”

Click on the tab labeled “WLAN Priority”.

Zero-IT & DPSK

Hide Advanced Options ¥ l

Find the “Hide SSID”.

Enable this feature by clicking on the box
labeled “Hide SSID in Beacon
Broadcasting (Closed System)”.

Then click “OK” to complete this step.

WLAN Priority } Access Control | Radio Control | Others

Priority: @ Hi

) Hide SSID: Hide SSID in Beacon Broadcasting (Closed System)

Access VLAN: [o |

Max Clients: Allow up to clients per AP radio

Service Schedule: @ Always on () Always off () Specific

1 Low

Enable Dynamic VLAN
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Chapter 5 - How to Enable Wi-Fi Calling

 Whatis Wi-Fi Calling

* Fully Qualified Domain Names
* Enabling Wi-Fi Calling

* Adding Wi-Fi Calling Profiles
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Chapter 5 - How to Enable Wi-Fi Calling

>%° What is Wi-Fi Calling

When enabled, the Wi-Fi calling feature within the Unleashed wireless controller, allows an
access point to recognize when a cellular phone is using the Wi-Fi network to communicate

with a cellular carrier’s server and prioritize that traffic thereby optimizing the experience over
the Wi-Fi network.

The access point compares Wi-Fi traffic destination addresses to a list of FQDNs (Fully
Qualified Domain Names) and when matched, ensures that this Wi-Fi calling traffic has the
highest priority or QOS (Quality of Service).

More information about Wi-Fi calling can be found here -
https://my.accessnetworks.com/kb/unleashed-wi-fi-calling-configuration-guide/
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Chapter 5 - How to Enable Wi-Fi Calling

E‘k’ Fully Qualitfied Domain Names

This following chart provides a list of
the most commonly used FQDN
addresses for the 4 major cellular
carriers.

This information is used when
creating Wi-Fi calling profiles.

*Note - If the carrier you need is not listed,
contact the carrier directly to request the
FQDN information.
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Carrier
AT&T

Sprint
T-Mobile

Verizon

FQDN Profile

cnc.epdg.att.erricson.net
epdg.epc.att.net
sentitlement2.mobile.att.net
vvm.mobile.att.net

primgw.vowifi2.spcsdns.net
ss.epdg.epc.geo.mnc260.mcc310.pub.3gppnetwork.org

233.sub-141-207-229.myvzw.com
WO0.VZWWO0.COm

Verified Carrier FQDN Addresses
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Chapter 5 - How to Enable Wi-Fi Calling

>%° Enabling Wi-Fi Calling

To begin, select the WLAN to enable the
Wi-Fi calling feature.

Then select the “Edit” to continue.
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="  WiFi ritworks

MB
o [ i [ omne o

Summary - Total 3 WiFi Networks

mote trol
Clients Traffic
Smith Guest
2 :
. ‘ - —
Clients Traffic
Smith Wireless
lllll Traffic

Ilﬂ Clients

Client Status for last 1 hour

Traffic for last 1 hour

ren
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Chapter 5 - How to Enable Wi-Fi Calling

>%° Enabling Wi-Fi Calling

This will open the “Edit WLAN” window £ \vi ang X
for the WLAN.

Click on ”Show Advanced Options”.

* Name: | Smith Wireless

Usage Type: @ Standard for most regular wireless network usage
() Guest Access guest access policies and access control will be applied

() Hotspot Service known as WISPr
Authentication Method: @ Open (O 802.1X EAP () MAC Address

Encryption Method: @® WPAZ () WPA3 O WPAZWPAS-Mixed O OWE () None

" Password: | sEEsrEsEsEssLar | Show password

Accounting Server: | Disabled "'-'*| + | &

Send Interim-Update every minutes
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Chapter 5 - How to Enable Wi-Fi Calling

>%° Enabling Wi-Fi Calling

Click on the tab labeled “Access Contro
Click on the “Enable” box for “Wi-Fi Calling”

|l)
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Hide Advanced Options W

Zero-IT & DPSK | WLAN Priority | Access Control | Radio Control | Others

Wi-Fi Calling

Call Admission Control: [ ] Enforce CAC when CAC is enabled on the radio

Rate Limit:

Access Control:

Application Visibility:

URL Filtering:

Per STA rate limiting will not work if SSID rate limiting is enabled.
Per Station Uplink Disabled v

Per Station Downlink Disabled v

["] Enable Per SSID Uplink 1] mbps (0.1~200.0)
[ Enable Per SSID Downlink |0 mbps (0.1~200.0)
Layer2 MACACL: | NoACL v+ o

Layer3/a ACL : | NoACL v+ o

Device Policy : [ NoACL v+ s

(] Enable

Apply Policy Group : |N0_F'Dli|:3f V| + | &

] Enable

URL Filtering Profile : | v+ o

: [] Enable




Chapter 5 - How to Enable Wi-Fi Calling

C;if Adding Wi-Fi Calling Profiles

Hide Advanced Options w

Now that “Wi-Fi Calling:” is enabled, it’s time to

Zero-IT & DPSK | WLAN Priority | Access Control

Radio Control Others

add the FQDN profiles. Use the chart to enter the
information of the servers from the 4 major
carriers.

Click on the “Edit” button to continue.

Call Admission Control: [] Enforce CAC when CAC is enabled on the radio

Rate Limit: Per STA rate limiting will not work if 351D rate limiting is enabled.

Per Station Uplink | Disabled v

Per Station Downlink | Disabled v

() Enable Per SSID Uplink |0 | mbps (0.1~200.0)

(] Enable Per $SID Downlink |0 | mbps (0.1~200.0)
Access Control: LayerzMACAGCL: | NoACL v+ -

Layer3/4 ACL : | NoAcL v+ s

Device Policy : | NoACL v+ s

Application Visibility: [] Enable

Apply Policy Group: | No_Policy v + «

URL Filtering: [ ] Enable

URL Filtering Profile : | v+ »

Wi-Fi Calling: Enable
ﬁ & Edit

Name

No data available.
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Chapter 5 - How to Enable Wi-Fi Calling

Cgig" Adding Wi-Fi Calling Profiles

The “Select Wi-Fi Calling Profiles” window will
open.

If the carrier you are enabling Wi-Fi calling for is
not currently listed, click on the “+” button to
create a new Wi-Fi calling profile.
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Select Wi-Fi Calling Profiles

(search here...

Q

L 4

eeeeeeeeeeeeee

QJ
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Chapter 5 - How to Enable Wi-Fi Calling

C;;g“ Adding Wi-Fi Calling Profiles

Create New
Fill in the “Name” of the profile.
Fill in the “Description” of the profile. ”"“""““"“’"\A~ |
Now ensure that “Voice” is the option selected ——> Description | 4TS

* QoS Priority | Voice

from the “QoS Priority” drop down selection box.

Evolved Packet Data Gateway (ePDG)

Enter in the first profile domain name by clicking
on “Create New”.

] Order Domain Name

: [cnc.epdg.aﬂ.erricson.r

Click on “Save” after each profile domain name
you enter. 1
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IP Address

w
Action

Save Cancel
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Chapter 5 - How to Enable Wi-Fi Calling

C;;g“ Adding Wi-Fi Calling Profiles

) Create New X
Fill in the “Name” of the profile.
Fill in the “Description” of the profile. G""“"“'\ M
5 5 5 * Name |AT&T |
Now ensure that “Voice” is the option selected b Desoription [mar |
from the “QoS Priority” drop down selection box. * QoS Priorty | Voice | t—
Enter in the first profile domain name by clicking colved Packet Data Gateway (¢PDC) -
(o 77
On Create New ’ [] Order Domain Name IP Address Action
Click on “Save” after each profile domain name =S HEEILIENENIE Et Clone Moe Down
] 2 epdg.epc.att.net Edit Clone Move Up Move Down
you enter ] 3 sentitliement2.mobile. att.net Edit Clone Move Up Move Down
NOW C||Ck On ”O K” to Cont|nue ] 4 vvm.mobile att_net Edit Clone Move Up

Create Mew Delete

*Note — You can add multiple profile domains for
each profile. 1
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Chapter 5 - How to Enable Wi-Fi Calling

Cgif Adding Wi-Fi Calling Profiles

_ _ o . _ Select Wi-Fi Calling Profiles X
After entering in all the Wi-Fi calling profiles
needed for the project, it’s time to “Select Wi- o L e .
Fi Calling Profiles”. . | |
Select the first profile from the “Available . l
Profiles” list. Verizon »
Click on the “right arrow” button to transfer \a
the profile to the “Selected Profiles” list.

BN -

*Note — When moving multiple profiles, hold down the “Ctrl”
button and select each of the profile you wish to move.
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Chapter 5 - How to Enable Wi-Fi Calling

C;if Adding Wi-Fi Calling Profiles

Ensure the correct profiles are in the
“Selected Profiles” window.

Now click on the “OK” button to complete the
process.

*Note — If a profile was selected in error, the
orofile can be moved back to “Available
Profiles”. Highlight the profile in the “Selected
Profiles” window, and then click on the “Left
Arrow” button to move the profile back to
“Available Profiles” window.
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Available Profiles

Select Wi-Fi Calling Profiles

+ | # O

[search here...

Q)

L B ¢

Selected Profiles

[search here...

Q)

ATET
Sprint
T-Mobile

Verizon
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Chapter 6 - Dedicating an AP as a WLAN Controller Only

* Why Disable the WLAN Service on the Master AP

e Master AP Focused On Controller Functions
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Chapter 6 - Dedicating an AP as a WLAN Controller Only

Cyig’ Why Disable the WLAN Service on the Master AP

In its base configuration, the Unleashed Master AP performs the duties of both a
software based wireless controller and an access point.

This new feature allows you to disable the radios in the Unleashed Master AP
allowing it to dedicate all resources to managing the wireless network.

*Note — Ensure that the AP defined as the Unleashed Master AP with No WLAN is
not included in the calculation of APs required for proper RF coverage.
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Chapter 6 - Dedicating an AP as a WLAN Controller Only

C;?rgf Master AP Focused On Controller Functions

Click anywhere on "Admin & Services” }k
to reveal the sub menus.

Admin & Services

Now select “System Info”. \ L System Vo sysemim
m Name" | Smith_Residence |

_ System Version | 200.11.10.5.195 |
IP Settings

Under ”Prefel’red I\/IaSteI’”, CliCk the — Unleashed ID |un1020720042651632646292817 | [ Generate || Copy |
“Disable WLAN service on Master AP”

Country Code
. . Preferred Master
O pt l O n bOX to e n a b | e th l S feat u re ° Roles Upon applying this change, the Primary Preferred Master AP will become the Master AP and the previous Master AP will be rebooted to

become a Member AP, the selected Secondary Preferred Master will become Master once Primary Preferred Master is down. Please note
Users there may be a brief network disruption when changing Master AP

Click on “Apply” to continue.

Primary Preferred Master | ) Office[R750 - 70:ca:97:01:63 ~ |

Secondary Preferred Master | No Preference - |

Disable WLAN service on Master AP [fJ If the Unleashed Network contains 2 or more connected APs, the Master AP will not

& Services > provide WiFi service

Note: This feature will only take effect
when the Unleashed Network contains & Administration B |

at least three or more connected APs Approval @ Automatically approve alljn requesi fom swches.
to provide Wi-Fi service.

—
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Chapter 7 - How to Add a Secondary Preferred Master

 Why Assign an Access Point as the Secondary Preferred Master

 Adding a Secondary Preferred Master AP
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Chapter 7 - How to Add a Secondary Preferred Master

Cﬂf Why Assigh an Access Point as the Secondary Preferred Master

Building upon the technique of establishing a Preferred Master AP, described in our Initial
Setup Guide, a new feature allows a Secondary Preferred Master to be defined.

Since any non-mesh AP can become the Master AP if the Preferred Master goes offline,
defining a Secondary Preferred Master will ensure optimal performance by defining which AP
will assume the Master role if the primary Preferred Master AP is offline.

Once the Preferred Master AP returns to an online state, on the Unleashed network, it will
once again resume the role as the primary Preferred Master AP.
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Chapter 7 - How to Add a Secondary Preferred Master

Adding a Secondary Preferred Master AP

}

Click anywhere on “Admin & B romin s sonces

Services” to reveal the sub menus.

Now select “System Info”.

HHHHH

sssss

Under “Secondary Preferred
Master”, click on the drop-down
arrow to reveal which AP you & services
would like to make the “Secondary 2™
Preferred Master”.

Click on “Apply” to continue.
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System Info

Name* ‘ Smith_Residence |

System Version | 200.12.10.5.234 |

Unleashed ID‘un1[]2072[](]42651646406355795 H Generate H Copy |

Preferred Master

Upon applying this change, the Primary Preferred Master AP will become the Master AP and the previous Master AP will be rebooted to become a Member AP, the selected Secondary Preferred Master will become Master once
Primary Preferred Master is down. Please note there may be a brief network disruption when changing Master AP.

Primary Preferred Master | Master Closet[R510 - 60:d0. v |
Secondary Preferred Master | Office Closet[R750 - 70:ca:€ V| h

Disable WLAN service on Master AP [ If the Unleashed Network contains 3 or more connected APs, the Master AP will not provide WiFi service

m—
Switch Approval

Approval [ Automatically approve all join requests from switches.

Email Server

[ Enable Email Server

From Email Address |

SMTP Server Name |

SMTP Authentication Username |

|
|
SMTP Server Port | |
|
|

SMTP Authentication Password |
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Advanced WLAN Settings Firmware Version: 200.12

* Access Networks Technical Services engineers are available to assist you in the
troubleshooting process.

* |fyou have any questions about the steps to follow on setting up your Advanced WLAN
Settings or need information on a topic not detailed in the Unleashed Configuration
Guides, please contact the Access Networks Technical Services department for
assistance.

* For telephone, visit snpl.com/techsupport

* Email: support-case@accessnetworks.com

* Existing Access Networks partner can visit https://my.accessnetworks.com/partners/ and
either open a case or start a chat session by selecting the “Support” tab.
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THANK YOU

CONTACT INFO

PHONE ADMINISTRATION EMAIL

661.383.9100 28482 Constellation Rd. clientservices@accessnetworks.com
Valencia, CA 91355

accessnetworks.com



